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As you may know, it is possible to receive more than just text in an email. Often people will send picture, music, or video files as an attachment. It is also possible to send programs; and, what may seem like a harmless document could actually be a destructive virus. How can you tell the difference between a simple picture file and something potentially dangerous. You should check the attachment’s name, and give particular attention to the extension.  What am I talking about? For example if the attachment is named ‘FILENAME.EXT’ the part to focus on (‘.EXT’) is to the right of the dot. If you receive an attachment with any of the following extensions it would be safer not to open it:

.386

.adt

.bin

.cbt

.cla

.com

.cpl

.dll

.doc

.dot

.drv

.exe

.htm

.html

.htt

.js

.mdb

.mso

.ov?

.pot

.ppt


.reg

.rtf

.scr

.shs

.vbs

.xl?

The following are just some of the extensions for files generally considered safe to open:

.art

.asf

.avi

.bmp

.gif

.jpeg
.jpg


.mid

.mov

.mp3

.mpeg
.mpg

.pcx

.pdf

.ra

.ram

.rm

.wav

.wma

.wmv

.zip 





































